
Section A: General information

A1. On which software platform does the pool run?
Linux - RHEL based

Linux - Debian based

Linux - other

Windows Server

Docker

Kubernetes

Other

Other
 

A2. What underlying infrastructure do you use?
Physical dedicated servers

VMware ESXi/vCenter Cluster

Classic VPS

Amazon - EC2 instances etc.

Azure

Other SaaS provider

Other

Other
 



A3. Which type of infrastructure is prevalent?

 
Self-hosted

Dedicated hosting in DC

Cloud solution

Other

Other
 

A4. Running the pool

Yes Uncertain No

Do you have automatic OS security updates enabled?

Do you prepare for Monero network updates?

Do you use remote management in form of SSH?

Do you use remote management in form of Teamviewer?

Do you use remote management in form of VNC?

Section B: Coin management

B1. How do you manage coins?

Yes Uncertain No

Do you keep the pool's balance in multiple wallets?

Does more than one person have access to wallet keys?

Have you ever experienced double payouts?

Have you ever lost some of the coins?

Have you ever got your wallet compromised?

Section C: Defending against the attackers

C1. Do you use any of the following technologies to better the system?
DDOS



Load balancers

Multiple endpoint server for miners

High avaiability

Other

Other
 

C2. Do you use any of the service providers in your setup?
Cloudflare

Akamai

Incapsula

Amazon Cloudfront

StackPath

Prolexic

Other

Other
 

Section D: Backups and disaster recovery

D1. How often do you backup your pool?
System, configs, statistics, wallet

 
At least once an hour

At least once a day

At least once a week

At least once a month

Never

D2. What backup solutions/types of storage do you use?
Network storage



Cloud storage

Tape storage

Hard drive

Offsite cold backup

Veeam Software

Powershell backup scripts

Bash backup scripts

Other

Other
 

D3. Did you ever need the backups?

Yes Uncertain No

Did you ever need to recover the pool?

Did you successfully recovered from the backup?

Was there a significant downtime?

Section E: Demographics

E1. Which gender are you?

 
Female

Male



E2. In which age group are you?

 
Under 12 years old

12-17 years old

18-24 years old

25-34 years old

35-44 years old

45-54 years old

55-64 years old

65-74 years old

75 years or older

E3. Please select your highest achieved level of education:

 
Did not complete High School

High School graduate, diploma or the equivalent (for example: GED)

Some college credit, no degree

Trade/technical/vocational training

Associate degree

Bachelor’s degree

Master’s degree

Professional degree

Doctorate degree

Not sure

E4. Please select the most apropriate...

Yes Uncertain No

Study or work in IT related field

Interested in modern technologies

Privacy is an important thing
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